**«Как не стать жертвой мошенника в сфере информационно-телекоммуникационных технологий»**

Поясняет прокурор Большеглушицкого района Дмитрий Абросимов: в настоящее время на территории всей России, а также Большеглушицкого района происходит рост преступности в сфере информационно-телекоммуникационных технологий, что довольно распространенным способом мошенничества на сегодняшний день является мошенничество в социальных сетях.

*Каким образом происходит мошенничество в социальных сетях?*

В данном случае злоумышленник, с помощью взлома персональной страницы в социальных сетях, обращается от лица потерпевшего с просьбой о помощи, а именно о переводе денежных средств на банковский счет, либо просит реквизиты карт, чтобы перевести деньги.

*Какие имеются случаи мошенничества с использованием телефона?*

При телефонном мошенничестве, как правило, от имени сотрудников банков России, мошенники сообщают потенциальной жертве о несанкционированных списаниях денежных средств с банковских карт или о необходимости блокировки банковской карты. Далее, мошенники, войдя в доверие, просят предоставить определенные данные карты владельца или сообщить смс-код, поступивший на его телефон. После чего, как правило, происходит списание денежных средств с банковского счета.

Вышеуказанные способы телефонного и сетевого мошенничества не являются исчерпывающими, регулярно мошенниками разрабатываются новые механизмы хищения денежных средств.

*Куда необходимо обращаться в случае если стали жертвой мошенника?*

Если Вы поняли, что стали жертвой телефонного мошенника, необходимо в первую очередь обратиться на линию поддержки своего банка, чтобы не допустить каких-либо дополнительных потерь (списание денежных средств с других счетов, оформление кредитов на Ваше имя и др.).

Сразу после этого необходимо обратиться в ближайшее отделение полиции с заявлением о совершении в отношении Вас преступления.